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Dear Dr. Wilmer: 
 
We wish to submit our paper, “Decentralized Common Knowledge Oracles” for your 
consideration as a Research Article to the journal Ledger. 
 
Incentive compatible oracles are an important area in the context of cryptocurrencies because 
any smart contract that conditions its behavior on ​a posteriori​ information about the world 
requires trusted oracles to operate. 
 
In order for smart contracts to condition their execution on the state of the world, they need 
access to information about the world.  While smart contracts can verify some ​a priori​ claims 
with mathematical or cryptographic certainty, they cannot independently verify ​a posteriori 
claims about the world with the same assurances. As a matter of epistemological necessity, 
smart contracts which condition their behavior on ​a posteriori​ knowledge must rely on trusted 
oracles to provide that knowledge. As a result, we can trust these smart contracts only if we can 
trust their oracles. 
 
With no possibility of mathematical or cryptographic verification of ​a posteriori ​claims about the 
world, we instead look to economic incentives when considering whether to trust an oracle. In 
particular, we require that truth-telling be incentive compatible. 
 
A common approach to designing a decentralized oracle is to create a coordination game in 
which individual human players are presented with an oracle query and are asked to report the 
correct outcome by staking some tokens. Such oracles outputs whichever outcome received the 
most stake and then players are rewarded if an only if they they staked in agreement with the 
winning outcome. The hope with these approaches is that the “Truth” will act as a Schelling 
point in these coordination games, which would result in the oracle returning the true outcome to 
the oracle query. (This approach is so common that, despite our best efforts, we were unable to 
find a single example of a decentralized oracle design that does not follow this 
coordination-game approach -- with the exception of Augur’s oracle which follows the paradigm 
described in our paper.). 
 
Unfortunately, this coordination-game approach to decentralized oracle design has serious 
drawbacks that limit its real-world applicability. Most importantly, for these kinds of oracles, 
truth-telling is not incentive compatible in the cooperative model (where players can engage in 



pre-play communication and can make binding agreements). This is important because in the 
cryptocurrency setting we know that players ​can​ engage in pre-play communication and make 
binding agreements. 
 
In our paper we describe a new approach to decentralized oracle design that breaks from the 
coordination-game paradigm. We present three specific mechanisms for which truth-telling is 
incentive compatible in both the non-cooperative and the cooperative setting. 
 
We believe our manuscript will be of interest to the readers of Ledger because it provides a new 
way to think about decentralized oracle design that breaks away from the common 
coordination-game approach. 
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